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Abstract: A honeypot is used in the area of computer and Internet security. It is an information system resource which is intended to be attacked and compromised to gain more information about the attacker and the used tools. It can also be deployed to attract and divert an attacker from their real targets. Compared to an intrusion detection system; honeypots have the great advantage that they do not generate false alerts because no productive components are running on the system. This fact allows the system to log every byte and to correlate this data with other sources to draw a picture of an attack and the attacker. Traditionally honeypots are connected with end clients to detect the uneven behavior of traffic. Activities such as port scanning can be effectively detected by the weak interaction honeypot but many applications such as packet scanning, pattern scanning cannot be detected by weak honeypots. In our research we will propose a strong honeypot mechanism along with intrusion detection system to achieve maximum security in the wireless network. To achieve the objective of our research we placed the honeypot just after the Firewall and intrusion system have strongly coupled synchronize with honeypot. Monitoring will be done at packet level and pattern level of the traffic. Simulation will filter and monitor traffic for highlight the intrusion in the network.
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INTRODUCTION

Global communication is getting more important every day. At the same time, computer crimes are increasing. Countermeasures are developed to detect or prevent attacks- most of these measures are based on known facts, known attack patterns. As in the military, it is important to know, who your enemy is, what kind of strategy he uses, what tools he utilizes and what he is aiming for. Gathering this kind of information is not easy but important. By knowing attack strategies, countermeasures can be improved and vulnerabilities can be fixed. To gather as much information as possible is one main goal of a honeypot.

Generally, such information gathering should be done silently, without alarming an attacker. All the gathered information leads to an advantage on the defending side and can therefore be used on productive systems to prevent attacks. A honeypot is primarily an instrument for information gathering and learning. Its primary purpose is not to be an ambush for the blackhat community to catch them in action and to press charges against them. The focus lies on a silent collection of as much information as possible about their attack patterns, used programs, purpose of attack and the blackhat community itself. All this information is used to learn more about the blackhat proceedings and motives, as well as their technical knowledge and abilities. This is just a primary purpose of a honeypot. There are a lot of other possibilities for a honeypot - divert hackers from productive systems or catch a hacker while conducting an attack are just two possible examples.
Honeypots are not the perfect solution for solving or preventing computer crimes. Honeypots are hard to maintain and they need operators with good knowledge about operating systems and network security. In the right hands, a honeypot can be an effective tool for information gathering. In the wrong, inexperienced hands, a honeypot can become another infiltrated machine and an instrument for the blackhat community.

This paper will introduce some basic terms, types as well as possibilities which can be used to implement a strong working honeypot.

**History**

The concept of Honeypots was first described by “Clifford Stoll” in 1990. The book is a novel based on a real story which happened to Stoll. He discovered a hacked computer and decided to learn how the intruder gained access to the system. To track the hacker back to his origin, Stoll created a faked environment with the purpose to keep the attacker busy. The idea was to track the connection while the attacker was searching through prepared documents. Stoll did not call his trap a Honeypot; he just prepared a network drive with faked documents to keep the intruder on his machine. Then he used monitoring tools to track the hacker’s origin and find out how he came in.

In 1999 that idea was picked up again by the Honeynet project, led and founded by “Lance Spitzner”. Unfortunately it is not clear who founded the term “Honeypot”. Spitzner’s book lists some early Honeypot solutions, but none of these had Honeypot in their name.

**Objective**

To achieve or set proposed scheme and ideas, we will target our objectives given below:

- Monitoring of the traffic in wireless networks.
- Implementation of intrusion detection system in WLAN networks.
- Implement honeypot mechanism on IDS for comprehensive detection of IP terrific flow.
- Compare the simulation of proposed scenarios by analyzing performance metrics.

**Methodology for research**

Our research will start with study of intrusion detection system implementation and will proceed with honeypot implementation and avoidance of malfunctioning in wireless networks in following steps.

1st Phase: This phase will contain the basic functionality and collection of information (simulator, basic honeypot functions etc). Layout for comparison will be done in this phase.

2nd Phase: In this phase we will create a network with intrusion detection environment in OPNET simulator and will fetch the difference in the performance of the wireless network.

3rd Phase: We will implement the proposed scheme for honey pots to avoid the malfunctioning and achieve good monitoring measures. We will implement a strong honeypot mechanism along with intrusion detection system to achieve maximum security in the wireless network. Honey pot will be placed just after the Firewall and intrusion system will have strongly coupled synchronize with honeypot. Monitoring will be done at packet level and pattern level of the traffic. Simulation will filter
and monitor traffic for highlight the intrusion in the network.

4th Phase: Final step will be comparing of the proposed schemes with different scenario of network.

1. Simulation parameters
The network designed consists of basic network entities with the simulation parameters presented in table 1.

Simulation Parameters Table 1

<table>
<thead>
<tr>
<th>Parameter</th>
<th>Value</th>
</tr>
</thead>
<tbody>
<tr>
<td>Area of the sensor field</td>
<td>10×10km</td>
</tr>
<tr>
<td>Simulation Time</td>
<td>3600 second</td>
</tr>
<tr>
<td>Traffic type</td>
<td>FTP</td>
</tr>
<tr>
<td>Performance Parameters</td>
<td>Throughput, Delay and Network load</td>
</tr>
<tr>
<td>Security Protocols</td>
<td>MD5, DES, RSA</td>
</tr>
<tr>
<td>Application servers</td>
<td>Email server, FTP server, Web Browsing</td>
</tr>
<tr>
<td>No. of ATM Backbones</td>
<td>6</td>
</tr>
<tr>
<td>Attacking Nodes</td>
<td>4</td>
</tr>
</tbody>
</table>

Below is the process architecture for simulation network in figure 2.

Below are the throughput results for normal network scenario, attacked network scenario and finally network scenario with security.
In fig. 3 throughput results of all three scenarios are compared. We have seen in fig. throughput of third scenario is maximum as compared to the first and second scenario. In showing graph x-axis shows the time and y-axis shows the throughput in term of seconds.

In fig. 4 delay results of all three scenarios are compared. The three scenarios are simple scenario, Attacked scenario and Scenario with security. During simulation delay is found at different intervals. In showing graph x-axis shows the time and y-axis shows the delay in term of seconds. Maximum delay is finding in third scenario and network load is decreases gradually till the end of simulation.

Fig. 3 Comparison of Throughput in Normal, Attacked and Security scenario

Fig. 4 Comparison of delay in simple, Attacked and Security scenario

Fig. 5 Comparison of Network Load in Simple, Attacked and Security scenario
FUTURE SCOPE
In time, as security officials understand the benefits, honeypots will become an essential element in an operation of enterprise-class security. We believe that although honeypots have legal problems now, they do provide useful information regarding the security of a network. It is important that new legal rules be formulated to promote and support research in this area. This will help solve the recent challenges and make possible to use honeypots to benefit the Internet community at large.

In future this honeypot can be embedded in real time websites so that it gives effective detection rates for packet attacks and spoofing types of attacks. In future this honeypot is extended to find web application vulnerabilities for electronic applications. This research work can be extended by using different security algorithms.
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